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**ПОЛИТИКА**

**муниципального казенного учреждения**

**«Социально-реабилитационный центр для**

**несовершеннолетних «Алиса»**

**в отношении обработки и защиты персональных данных**

**1. Общие положения**

1. В целях выполнения норм федерального законодательства в области обработки персональных данных субъектов персональных данных Муниципальное казенное учреждение «Социально - реабилитационный центр для несовершеннолетних «Алиса» (далее - Оператор) считает важнейшими своими задачами соблюдение принципов законности, справедливости и конфиденциальности при обработке персональных данных, а также обеспечение безопасности процессов их обработки. 2.Настоящая политика в отношении обработки и защиты персональных данных в МКУ «Социально - реабилитационный центр для несовершеннолетних «Алиса» (далее - Политика) характеризуется следующими признаками:

1.1. Раскрывает основные категории персональных данных, обрабатываемых Оператором, цели, способы и принципы обработки Оператором персональных данных, права и обязанности Оператора при обработке персональных данных, права субъектов персональных данных, а также включает перечень мер, применяемых Оператором в целях обеспечения безопасности персональных данных при их обработке.

1.2. Является общедоступным документом, декларирующим концептуальные основы деятельности Оператора при обработке персональных данных.

**2. Информация об операторе наименование:**

2.1. ИНН: 4223023471

2.2. Фактический адрес: 65З007, Кемеровская область, г. Прокопьевск, ул. Волжская, 12

2.3. Телефон: 8(3846)61-88-95

2.4. Эл. почта: mu[-srcn@mail.ru](mailto:mku-srcn@yandex.ru)

**3. Правовые основания обработки персональных данных**

3.1. Политика Оператора в области обработки персональных данных определяется в соответствии со следующими нормативными правовыми актами Российской Федерации:

ст.ст.2З,24 Конституции Российской Федерации от 12 декабря 1993 года;

ст.ст.35, 85-90 Трудового кодекса Российской Федерации от 30 декабря 2001 года;

Кодексом Российской Федерации об административных правонарушениях от З0.12.2001 № 195-ФЗ;

ст. З1-40 Гражданского кодекса Российской федерации от З0.11,1994 № 51- ФЗ;

Федеральным законом от 22 октября2004 г. № 125-ФЗ (Об архивном деле в Российской Федерации»;

Федеральный закон от б декабря 2011 г. № 402-ФЗ "О бухгалтерском учете";

Федеральным законом "О порядке рассмотрения обращений граждан Российской Федерации" от 02.05.2006 № 59-ФЗ;

Федеральный закон от 28 декабря 201З г. № 442-ФЗ "Об основах социального обслуживания граждан в Российской Федерации";

Федеральным законом от 27.07.2006 № 152-ФЗ "О персональных данных";

Федеральным законом от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите и информации»;

Указом Президента Российской Федерации от 6 марта 1997 г. № 188 «Об утверждении Перечня сведений конфиденциального характера»;

Постановлением Правительства РФ от 01.11.2012 № 1119 "Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных";

Постановлением Правительства Российской Федерации от 15 сентября 2008 г. № б87 "Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации";

Нормативно-правовыми актами контролирующих органов ФСТЭК России, ФСБ России, Роскомнадзора, касающимися технической защиты персональных данных.

3.2. Во исполнение настоящей Политики Оператором утверждены следующие локальные нормативные правовые акты:

3.2.1. Правила обработки персональных данных

3.2.2. Положение об обработки персональных данных

3.2.3. Перечень обрабатываемых персональных данных

3.2.4. Положение о разграничении прав доступа к обрабатываемым персональным данным

3.2.5. Положение об обработке персональных данных осуществляемой без использования средств автоматизации

3.2.6. Перечень информационных систем персональных данных

3.2.7. Перечень работников, допущенных к работе с персональными данными.

3.2.8. Правила рассмотрения запросов субъектов персональных данных или их представителей.

3.2.9. Модели угроз безопасности персональных данных при их обработке в информационных системах персональных данных.

3.2.10. Акты классификации информационных систем персональных данных.

3.2.11. Типовое обязательство сотрудника, непосредственно осуществляющего обработку персональных данных, в случае расторжения с ним трудового договора прекратить обработку персональных данных, ставших известными ему в связи с исполнением должностных обязанностей

3.2.12. Порядок доступа сотрудников в помещение, в которых ведется обработка персональных данных.

**4. Цели обработки персональных данных**

4.1. Оператор обрабатывает персональные данные исключительно в следующих целях:

- представления работадателем установленной законодательством отчетности в отношении физических лиц, в том числе сведений подоходного налога в ФНС России;

- исполнение законодательных актов федерального и регионального уровня в сфере социальной защиты населения;

- предоставления налоговых вычетов;

- предоставления сведений в банк «Сбербанк», для оформления банковской карты и перечисления на нее заработной платы

- предоставление данных в Пенсионный Фонд РФ;

- предоставление сведений в профсоюзные органы.

**5. Категории обрабатываемых персональных данных,**

**источники их получения, сроки обработки и хранения**

5.1. В информационных системах персональных данных Оператора обрабатываются следующие категории персональных данных:

5.1.1. Персональные данные сотрудников. Источники получения: субъекты персональных данных Муниципального казенного учреждения «Социально- реабилитационный центр для несовершеннолетних «Алиса»

5.1.2.Персональные данные получателей мер социальной поддержки, находящиеся в трудной жизненной ситуации и социально-опасном положении. Источники получения: граждане обратившиеся в Комитет социальной защиты населения администрации г. Прокопьевска и непосредственно в Муниципальное казенное учреждение «Социально - реабилитационный центр для несовершеннолетних «Алиса»

5.2. Сроки обработки и хранения персональных данных определены в Перечне обрабатываемых персональных данных в Муниципальном казенном учреждении «Социально - реабилитационный центр для несовершеннолетних «Алиса».

**6. Основные принципы персональных данных обработки,**

**передачи и хранения персональных данных**

6.1. Оператор в своей деятельности обеспечивает соблюдение принципов обработки персональных данных, указанных в статье 5 Федерального закона 152-ФЗ «О персональных данных».

6.2. Оператор не выполняет обработку специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни.

6.3. Оператор не производит трансграничную (на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу) передачу персональных данных.

6.4. Оператор производит передачу персональных данных третьим лицам на основании соответствующего соглашения и только с согласия субъектов персональных данных.

6.5. Оператором созданы общедоступные источники персональных данных (справочники, адресные книги). Персональные данные, сообщаемые субъектом (фамилия, имя, отчество, год и место рождения, адрес, номер телефона, сведения о профессии и др.), включаются в такие источники только с письменного согласия субъекта персональных данных.

**7. Сведения о третьих лицах, участвующих в обработке персональных данных**

7.1. В целях соблюдения законодательства Российской Федерации, для достижения целей обработки, а также в интересах и с согласия субъектов персональных данньх Оператор в ходе своей деятельности предоставляет персональные данные следующим организациям:

- Федеральной налоговой службе;

- Отделению Пенсионного фонда РФ по Кемеровской области;

- Участникам системы межведомственного электронного взаимодействия;

- Негосударственным пенсионным фондам;

- Отделению «Сбербанк».

7.2. Оператор не поручает обработку персональных данных другим лицам на основании договора.

**8. Меры по обеспечению безопасности персональных данных при их обработке**

8.1. Оператор при обработке персональных данных принимает все необходимые правовые, организационные и технические меры для их защиты от неправомерного или случайного доступа, уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении них. Обеспечение безопасности персональных данных достигается, в частности, следующими способами:

8.1.1. Назначением ответственных за обработку персональных данных.

8.1.2. Осуществлением внутреннего контроля и/или аудита соответствия обработки персональных данных Федеральному закону от 27.07.2006 № 152-ФЗ «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, локальным актам.

8.1.3. Ознакомлением работников Оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, в том числе с требованиями к защите персональных данных, локальными актами в отношений обработки персональных данных и (или) обучением указанных сотрудников.

8.1.4. Определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных.

8.1.5. Применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных.

8.1.6. Оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных.

8.1.7. Учетом машинных носителей персональных данных.

8.1.8. Выявлением фактов несанкционированного доступа к персонльным данным и принятием соответствующих мер.

8.1.9. Восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним.

8.1.10. Установлением правил доступа к персональным данным обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых персональными с данными в информационной системе персональных данных.

8.1.11. Контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровнем защищенности информационных систем персональных данных.

8.2. Обязанности должностных лиц, осуществляющих обработку и защиту персональных данных, а также их ответственность, определяются в должностных регламентах вышеуказанных лиц.

**9. Права субъектов персональных данных**

9.1. Субъект персональных данных имеет право на получение сведений об обработке его персональных данных Оператором.

9.2. Субъект персональных данных вправе требовать от оператора, который их обрабатывает, уточнения этих персональных данных, их блокирования или уничтожения в случае, если они являются неполными, устаревшими, неточными, незаконно полученными или не могут быть признаны необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

9.З. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами, в том числе в следующих случаях:

9.З.1. Если обработка персональных данных, включая те, что получены в результате оперативно-розыскной, контрразведывательной и разведывательной деятельности, выполняется в целях укрепления обороны страны, обеспечения безопасности государства и охраны правопорядка.

9.3.2. При условии, что, обработка персональных данных производится органами, осуществляющими задержание субъекта персональных данных по подозрению в совершении преступления, либо предъявившими субъекту персональных данных обвинение по уголовному делу, либо применившими к субъекту персональных данных меру пресечения до предъявления обвинения, за исключением предусмотренных уголовно-процессуальным законодательством РФ случаев, когда допускается ознакомление подозреваемого или обвиняемого - с такими персональными данными.

9.З.З. Если обработка персональных данных выполняется в соответствии с законодательством о противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма.

9.З.4. Когда доступ субъекта персональных данных к его персональным данным нарушает права и законные интересы третьих лиц.

9.3.5. Если обработка персональных данных осуществляется в случаях, предусмотренных законодательством РФ о транспортной безопасности, в целях обеспечения устойчивого и безопасного общества функционирования транспортного комплекса, защиты интересов личности, общества и государства в сфере транспортного комплекса от актов незаконного вмешательства.

9.4. Для реализации своих прав и защиты законных интересов субъект данных имеет право обратится к Оператору. Оператор рассматривает любые обращения и жалобы со стороны субъектов персональных данных, тщательно расследует факты со стороны субъектов персональных данных, тщательно расследует факты нарушений и принимает все необходимые меры для их немедленного устранения, наказания виновных лиц и урегулирования спорных и конфликтных ситуаций в досудебном порядке.

9.5. Субъект персональных данных вправе обжаловать действия или бездействие Оператора путем обращения в уполномоченный орган по защите персональных данных.

9.6. Субъект персональных данных имеет право на защиту своих прав и интересов, в том числе на возмещение убытков и/или компенсацию морального вреда в судебном порядке.

**10. Контактная информация**

10.1. Ответственным за организацию обработки и обеспечение безопасности персональных данных в Муниципальном казенном учреждении «Социально-реабилитационный центр для несовершеннолетних Алиса» назначен директор МКУ «СРЦН «Алиса».

10.2. Уполномоченным органом по защите прав субъектов персональных данных является Федеральная служба по надзору в сфере связи, информационных технологий и массовых коммуникаций (Роскомнадзор), Управление по защите прав субъектов персональных данных.

Территориальный орган Роскомнадзора по Кемеровской области:

Адрес г. Кемерово, ул. Сарыгина, 7

Телефон (3842) 78-00-78

Факс (3842) 78-00-78

E-mail [rsockanc42@rkn.gov.ru](mailto:rsockanc42@rkn.gov.ru)

Сайт [42.rkn.gov.ru](https://42.rkn.gov.ru/)

**11. Заключительные положения**

11.1. Настоящая Политика обязательна для соблюдения и подлежит доведению до всех сотрудников оператора. Контроль за соблюдением Политики осуществляет директор Муниципального казенного учреждения «Социально-реабилитационный центр для несовершеннолетних «Алиса».